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Abstract: This paper is highlighting the increasing tendency of social media usage among teenagers.
As a result of the increase in the number of users, studies are reporting about associated risks to
which young people are exposed. A qualitative research was conducted using the techniques of focus
group to assess user’s preferences by choosing the social-media platform. The results show that boys
and girls have different motivations and it is difficult to determine the amount of daily time spent on
these platforms because most of the users are permanently online. The communication is mainly done
with mobile apps. Generally teenagers are annoyed by parental control on Facebook, therefore they
have started to use Snapchat and Instagram, where the presence of adults is nearly inexistent.
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1. Introducere:

In ultima perioada asistdm la o crestere exponentiald a numarului copiilor utilizatori ai
retelelor de socializare. Conform datelor referitoare la situatia din Romdania numarul
utilizatorilor minori de retele de socializare a crescut intre anii 2010-2013 de la 46% la 79%
(Velicu et al., 2014). In iulie 2016 numarul utilizatorilor de Facebook in Roménia a ajuns la
8,5 milioane (Facebrands, 2016), iar in 2017 s-a inregistrat un numar de 9,6 milionare de
utilizatori (Facebrands, 2017).

Ca urmare a cresterii numarului utilizatorilor s-au Tnmultit studiile care avertizeaza
asupra riscurilor la care sunt expusi tinerii pe aceste platforme (Albert-Lérincz & Csipkes,
2015). Unele riscuri prezente pe retelele de socializare pot constitui infractiuni potrivit
legislatiei nationale.

Cercetarile constata ca dezvoltarea a retelelor de socializare are ca si consecinte
cresterea numarului de infractiuni de hartuire virtuala. (Vasiu & Vasiu, 2011). Printre
infractiuni se numara pornografia infantila, hartuirea electronica (cyberbullyingsau cyber-
grooming), care se manifesta prin comiterea unui abuz de naturd sexuald asupra minorului
(Albert-Lérincz & Csipkes, 2015).

Pe linga riscurile considerate infractiuni, literatura de specialitate identificd o serie de
alte comportamente cu grad ridicat de expunere la risc, precum intilnirile cu strainii cunoscute
online, hartuirea electronica a unei persoane, trimiterea mesajelor cu continut sexual sau
accesarea materialelor cu continut neadecvat pentru minori (Velicu et al., 2014).

Prevenirea acestor vulnerabilitati s-a dovedit a fi dificila pentru ca de cele mai multe
ori chiar Tnsusi minorul se autoexpune voluntar la riscuri prin comportamentul online.
Datorita specificului retelelor, unele dintre ele pot fi mai usor restrictionare sau controlate
cum ar fi Facebook, altele ofera un grad de securitate mai scazut din punctul de vedere al
controlului parental, precum Snapchat sau Instagram. De exemplu tinerii prin aplicatia
Snapchat trimit si primesc frecvent mesaje cu continut sexual explicit (Poltash, 2012). Desi
aceste snap-uri (mesaje) dispar de regula dupa citeva secunde, exista posibilitatea captarii lor
prin screenshot, iar in acest mod continutul cu caracter sexual poate produce consecinte
nedorite. Mesajele de natura sexuald pot constitui risc de cyberbullying (Kofoed& Ringrose,
2012).

Restrictionarea activitdtilor online ale tinerilor ridica unele dileme morale cel putin la
nivel teoretic in privinta drepturilor fundamentale. Dreptul roménesc recunoaste libertatea
sexuald a minorului de peste 15 ani iar aceastd libertate se afla in strinsd legaturd cu
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autodeterminarea copilului si cu dreptul la libera exprimare — drepturile fiind interdependente
(Albert-Lérincz, 2013).
2. Metodologia cercetarii

Inacest studiu ne-am propus s prezentam riscurile utilizarii retelelor de socializare
dintr-o perspectiva calitativa, prin metoda focus-grupului. Vom focaliza exclusiv asupra
aspectelor calitative ale problematicii prezentind rezultatele partiale ale cercetarii noastre
doctorale.

Metoda focus-grupului o consideram adecvata pentru obtinerea unor explicatii profunde
privind comportamentul online al elevilor. Participantii la focus-grup erau elevii de clasa a X-
a dintr-un liceu clujean. Denumirea scolii nu dezvaluim deliberat din motive de protectiec a
datelor personale si a imaginii unitatii de invatamint. La focus-grup au participat voluntar un
numar de 9 elevi (3 baieti, 6 fete). Clasa unde am efectuat focus-grupul a fost aleasa dintr-un
numadr de 14 clase selectionate in esantion pentru cercetarea cantitativd a tezei de doctorat.
Criteriul de alegere era unul subiectiv, bazat pe interactivitatea elevilor in etapa culegerii
datelor. Discutiile in clasa s-au desfasurat conform unui plan prealabil (ghid de interviu de
grup) elaborat pe baza rezultatelor cantitative prealabile. Ideile, respectiv experientele elevilor
au fost consemnate ulterior.

Obiectivelefocus-grupului au fost urmatoarele:

» discutarea unui evantai de experiente si opinii in legatura cu riscurile prezente in
mediul online;

» intelegerea motivatiei acestui comportament riscant;

» dezvaluirea laturii emotionale ale experientelor negative din mediul online.

Ghidul de intervius-a focalizat pe tema comportamentului elevilor in mediul online si
riscurile prezente cu ocazia utilizarii retelelor de socializare. Intrebarile formulate de noi
erau urmatoarele:

» Care sunt retelele de socializare utilizate si care sunt cele mai favorizate? De ce au
optat pentru aceste retele?
> In ce masura se implica parintii in activitatea online a elevilor?
» care sunt masurile de siguranta folosite pe aceste retele (setari de securitate, acceptarea
persoanelor straine)?
» care sunt experientele negative ale elevilor?
Focus-grupul s-a desfasurat in urmatoarele etape:
Presesiunea:
- primirea elevilor in sala;
- asezarea participantilor In forma de cerc pentru a favoriza discutia in grup;
- introducerea elevilor prezenti (noua persoane) in tema focus-grupului;
- asigurarea elevilor privind gestionarea informatilor obtinute cu maxima
confidentialitate;
- atentionarea elevilor asupra faptului ca nu exista raspunsuri bune si rdspunsuri gresite.
Sesiunea focus-grupului:
- prezentarea succinta a informatiilor obtinute prin cercetarea cantitativa;
- lansarea focalizatd a temelor (retele utilizate si favorite, controlul parental, setdri de
securitate, riscuri intimpinate);
- incurajarea elevilor la sinceritate si comunicare directa;
- urmarirea aspectelor nonverbale (de exemplu la sexting o parte dintre elevi a inceput
sa rida, alta parte a devenit tacut, adica semnalind disconfortul lor);
- solicitarea unor experiente proprii si a unor experiente Similare din rindul
cunostintelor;
- rezumarea ideilor principale discutate;
- solicitarea unui feedback (completari legate de tema).
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3. Raportul de focus-grup

3.1. Comportamentul online al elevilor

In privinta retelelor de socializare utilizate si cele favorite toti elevii participanti au
confirmat ca au cont pe Facebook, opt dintre ei folosesc Instagram, respectiv sapte copii detin
cont Snapchat. Printre retelele de socializare elevii prefera Instagram-ul, in special fetele
sustin ca pozele postate, filtrele, povestile (instastories) sunt principalele motive de utilizare.
Baietii utilizeaza Instagram-ul in special pentru a face cunostinte cu fete si pentru a urmari
diferite pagini de meme-uri (de exemplu 9GAG). Utilizatorii de Snapchat sunt extrem de
multumiti de avantajele oferite de aceastd aplicatie: filtrele, posibilitatea de a seta timpul in
care snap-ul (mesajul) poate fi vazut de aceea persoand careia i se adreseaza. Fetele sunt
preocupate de numarul Snapstreak-urilor, existind un fel de concurs intre ele in sensul ca cine
are mai multe ,,foculete” cu o anumita persoand. Snapstreak-ul este un emoticon flacare si
indica trimiterea frecventa a snap-urilor intre aceleasi persoane. ,,Flacarile” apar numai dupa
trei zile de snap-uri consecutive. Snapstreak-ul nu dispare dacda trimiterea reciprocd a
mesajelor are loc maxim la cite 24 de ore. Un alt aspect de apreciat al aplicatiei constituie
Snapmap-ul care permite localizarea prietenilor pe harta (utilizatorul poate sa plaseze propria
locatie pe harta, iar prieteniisai (followeri) il pot urmarii in timp real). Este de mentionat
cd aceastd aplicatie este optimizata pe smart-phone.

Monitorizarea parentala este un alt aspect cheie. Din relatarile unuia dintre elevi am
aflat ca acesta a avut de mai multe ori conflicte cu parin{ii din cauza fotografiilor postate pe
Facebook. Prietenii de familie ai parintilor I-au depistat pe o fotografie facuta intr-un club cu
tigara in mina si consumind bauturi alcoolice. Prin urmare el a fost denuntat parintilor de catre
prietenii de familie. Elevul in loc sd 1si schimbe comportamentul a procedat la excluderea
(blocarea) acestor persoane din contul lui de Facebook astfelminimalizind sansele unei
depistari repetate.

Alti trei participanti au relatat asemenea implicari nedorite, insd nu din partea
parintilor ci din partea rudelor. $i acesti elevi au luat contramasuri: un elev a blocat aceste
persoane, un alt participant a creat un cont nou si a pus setari de siguranta incit persoanele
susmengionate sa nu aiba acces la fotografiile lui, iar a treia persoand a sters majoritatea
informatilor personale de pe Facebook incepind sa utilizeze Instagram-ul si Snapchat-ul,
unde adultii nu sunt prezenti. In general elevii au primit critici aspre din cauza fotografiilor si
a continuturilor postate atit din partea parintilor cit si din partea rudelor care aveau cont pe
Facebook.

O eleva a marturisit ca dupa ce a utilizat chec-in-ul aplicatiei a fost criticata de catre
parintii ei (Check-in-ul este o functie a retelelor sociale care permite utilizatorilor sa indice
locurile vizitate sau sa se pozitioneze pe harta cu ajutorul smartphone-ului sau tabletei dotate
cu GPS (Facebrand, 2011)). Ca urmare a atentionarii parentale eleva a inteles riscul astfel
creat si a incetat sd mai utilizeze chec-in-ul si nici nu mai anunta public participarea ei la
diferite evenimente (concerte, petreceri).

O altd persoand a relatat cd rudele ei mai in virstd (ex: bunica, matusele) care au
profilpe Facebook se implica intr-o masura deranjanta in activitatea ei online. Ea a mai
precizat ca si parintii ei au cont pe aceasta retea, dar se arata mai toleranti decit rudele mai in
virsta.

In cadrul discutiilor s-a relevat ca parintii care nu folosesc Facebook-ul sunt
atentionati de alte persoane (cunostinte, rude, vecini, prieteni) despre postarile inadecvate ale
copilului sau chiar si despre postdrile prea dese. Ca urmare parintii se implicd si impun
copilului sa steargd respectivele postari. Pozele considerate inadecvate pentru a fi facute
publice sunt adeseori sterse tot la solicitarea parintiilor. O eleva a sustinut ca parintii ei doar o
avertizeaza, decizia de a mentine sau de a sterge materialul criticat este lasata la aprecierea ei.
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Elevii par a fi constienti de prezenta adultilor pe Facebook drept urmare nu mai
posteaza informatii sau fotografii personale, ci opteaza pentru distribuirea diferitelor materiale
preluate de pe alte pagini si agreate de propriile familii. Totodatd nu renuntd in totalitate la
postarile de natura personala, ci incep sa utilizeze alte aplicatii despre care considera ca ofera
un grad de intimitate mai ridicat, precum Snapchat sau Instagram. O fata a relatat in acest
context ca:,,...eu nu pot sa blochez parintii si prietenii parintilor ca ei oricum stiu ca am
Facebook, deci mai bine pun poze pe Instagram. Ei n-au cont acolo si nici alti prietenei de-ai
lor. Nici nu stiu ce este Instagram din fericire...”

Elevii s-au aratat deranjati si de activitatile persoanelor mai in virsta care posteaza
diferite fotografii: ,,am o matusa care posteaza foarte des poze cu flori, citate, icoane §i cind
am facut un cont nou am decis sa o blochez de dinainte sa imi trimita cerere de prietenie”
(relatarile unui elev participant).

Despre dispozitivele utilizate si timpul petrecut pe aceste retele elevii sustin ca in
principal folosesc smartphone-uri pentru accesarea retelelor de socializare. Sub acest aspect
calculatorul nu joacd un rol important. Intrebati de timpul petrecut pe Facebook si pe alte
retele, fetele nu au putut aprecia durata reald a timpului petrecut deoarece folosesc de foarte
multe ori aplicatiile in timpul zilei (de exemplu: cind se plictisesc, asteaptd autobuzul, in
pauze, inainte de a adormi etc.). Practic ei sunt online in permanentad datoritd internetului pe
mobil chiar si atunci cind au un timp relativ scurt la dispozitie. Aproape in fiecare ord primesc
notificari sau mesaje.

Baietii sustin ca prefera mai ales unele aplicatii de jocuri (Sim City4, Maguss,
Goodgame Empire, Need for Speed, Fifa etc.) si sunt mai putin interesati de postarile
prietenilor, decit fetele.

Un baiat participant a afirmat ca desi are smartphone si este prezent pe fiecare retea de
socializare el nu utilizeaza efectiv mai mult de o orad pe zi aceste aplicatii, spre deosebire de
fete care sunt tot timpul preocupate de postarile altora. E1 a mai sustinut ca nu este interesat de
activitatile celorlalti, fapt pentru care a fost certat de mai multe ori de catre prietenii lui (de ce
nu raspunde destul de prompt la mesajele primite).

In privinta setarilor de cont un numir de doi participanti au pe Facebook un profil pe
deplin privat, cinci persoane partial privat, iar doua persoane au setat contul public. Pe
Instagram o singura persoana are un profil public, restul adolescentilor au optat pentru un
profil privat. Pe platforma virtuala Facebook toti elevii seteaza constient preferintele legate de
publicitatea continuturilor inainte sa le posteze: acestea pot vi vazute doare de catre prieteni,
de catre oricine sau de catre prieteni cu exceptia anumitor persoane. O fata a afirmat ca: ,,...de
fiecare data cind postez ceva setez contul astfel incit parintii mei sa nu vada poza. Ma
deranjeaza cd au cont si ma urmaresc in tot ceea ce fac.”

Doi elevi ai caror parinti au cont pe Instagram se simt extrem de deranjati de prezenta
acestora. Ei sunt de parere ca parin{ii nu prea au un comportament adecvat, considerind
interventia lor drept jenanta: din dorinta de a afla totul despre copil parintii trimit cereri de
urmarire (follower request) prietenilor si colegilor de clasa ai copilului.

Printre informatiile postate public se enumera numele de familie, scoala, provenienta,
virsta reala si fotografia de profil. O eleva a sustinut ca in prezent ziua ei de nastere poate fi
vazutd de prietenii ei, Insd a existat o perioada in care a sters aceastd informatie. Ca urmare nu
a primit urdri nici online si nici in viata reald din partea prietenilor simgindu-se foarte singura
si dezamagita.

Elevii intrebati despre eventualele motive de declarare a unei virste false pe Facebook
au sustinut ca 1n primul rind nu aveau virsta de 13 ani in momentul Inregistrarii (crearii
contului), iar in al doilea rind dacad nu apar ca fiind majori, reteaua i restrictioneaza automat
accesul anumitor pagini sau continuturi.
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Elevii participanti la focus-grup au declarat ca nu au conturi secrete, dar isi dau foarte
usor seama dacd cineva doreste sd le conecteze cu un asemenea cont. Pe profilul acestor
persoane nu apar informatii personale, folosesc nume foarte comune ori ale persoanelor
cunoscute (vedete, cintareti, actori, actrite, politicieni etc.), au o fotografie de profil preluata
de pe internet, au putini prieteni sau au prieteni cu nume strdine si nu pot fi identificati in
nicio poza (nu sunt tagged).

Participantii declard ca de obicei nu accepta cererile persoanelor necunoscute. O eleva
a mentionat ca la Inceput a acceptat fiecare cerere insa gi-a dat seama ca persoanele respective
trimit cereri numai cu scopul sa isi faca rost de mai multi prieteni si sa isi stringa cit mai multe
like-uri. Astfel a renuntat sa mai accepte solicitarile strainilor.

3.2. Riscuri online

Trecind la aspectele mai delicate ale temei, elevii au devenit dintr-o data foarte
reticenti. O fatd a povestit ca: ,,...era o perioada cind in fiecare dimineata un baiat mai mic
trimitea snap-uri cu el in lenjerie intimd. Dar a mai trimis §i altora...” O alta participanta la
discutia de grup a relatat ca un amic mai mic de a sa i-a solicitat trimiterea unei poze in sutien.
Dupa refuzul categoric al acesteia bdiatul a marturisit ca i-ar fi trebuit poza pentru a intra Intr-
un grup secret pe Facebook unde baietii posteaza imagini sexuale cu fetele.

Legatd de postarea fotografiilor in costum de baie sau lenjerie intima o singura eleva a
admis ca obisnuieste sa posteze asemenea fotografii. Desi ceilalti au negat cd ar distribui
propriile imagini cu imbracaminte sumare sustin ca unele prieteni-online de ai lor au acest
obicei (,,...am o fosta colega din generalda care posteaza o tona de fotografii in chilofi si
sutien in fata oglinzii, §i sub poza apar comentariile unor persoane dubioase”).

Utilizatorii de Snapchat au afirmat ca unele cunostinte de ale lor trimit reciproc snap-
uri cu continut sexual. Ei se simt confortabili pentru ca snap-urile trimise sau primite dispar
dupa citeva secunde.

O alta neplacere cu care elevii s-au confruntat cu ceva timp in urma a constituit
raspindirea materialelor pornografice pe Facebook in urma unor virusuri. La inceput s-au
simtit deranjati de aceste continuturi, insa dupa ce si-au dat seama ca este vorba doar de un
virus, s-au linistit si au luat contramasuri.

4. Discutii

Studiile similare confirma cd cele trei retele de socializare identificate si de noi se
bucurd de o popularitate peste tot. Potrivit cercetarii Pew Research Center’s Internet &
American Life Project realizatid pe parcursul anilor 2014-2015 (Lenhart et al., 2015) tinerii
americani (n=1060) cu virstele intre de 13-17 ani in pondere de 71% utilizeaza Facebook, 52
% Instagram si 41% aplicatia Snapchat (a se vedea Figura nr. 1).
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Retelele de socializare utilizate de catre
adolecenti

Alte retele de socializare
Tumblr

Vine

Google+

Twitter Y%

Snapchat

Instagram

Facebook 719

0% 10% 20% 30% 40% 50% 60% 70% 80%

Figura nr. 1 — Retele utilizate (Lenhart et al., 2015)

Cercetarea americand a revelat ca fetele prefera intr-o masurd mai mare aplicatiile de
retele de socializare cu caracter vizual (photo-sharing, video-sharing) in comparatie cu baietii
care folosesc smartphone-urile mai ales pentru diferite jocuri (se vedea Figura nr. 2) (Lenhart
etal., 2015). Aceasta informatie s-a confirmat si in urma discutiilor noastre de focus-grup.

Platforme orientate spre vizual
Tumblr

Pinterest
M Fete

® Biieti
Snapchat

0% 20% 40% 60% 80% 100%  120%

Figura nr. 2 — Platforme preferate (Lenhart et al., 2015)

Intr-o altd cercetare subiectii vizati (tineri intre virstele de 13 si 17 ani) afirma in
procent de 71% ca sunt utilizatori de Facebook, 52% utilizeaza Instagram, iar 41% foloseste
Snapchat. 71% dintre adolescenti raporteaza ca utilizeaza multe site-uri media (Blackwell et
al., 2016).

Potrivit unei alte cercetari (Ungureanu & Gruia, 2017) tinerii cu virstele cuprinse intre
15-18 ani detin in proportie de 80,9% smartphone cu care acceseaza Internetul.

Cu toate ca reteaua Facebook se afla printre cele mai utilizate site-uri unele studii
aratd o tendintd de abandonare a platformei in favoarea aplicatiilor mobile. Motivul scaderii
popularitatii rezida in prezenta parintilor pe Facebook (Miller, 2013), respectiv in dorinta
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copiilor sa comunice cu prietenii intr-un mediu cu grad de intimitate mai ridicat prin fotografii
si mesaje private (Gillette, 2015). Un alt studiu mentioneazd ca adolescentii nu prea sunt
interesati de confidentialitatea informatilor private Impdrtite cu strdinii, dar in schimb sunt
foarte preocupati de intimitatea lor sociald (Van der Velden & El Emam, 2012). In urma
discutiilor de focus-grup a rezultat cad minorii 1si pot gasi cu usurintd alternative pentru
evitarea oricarei supravegheri din partea adultilor, astfel ne exprimdm ingrijorarea noastra
legata de ineficienta controlului parental, deoarece familia si mai ales parintii ar trebui sa
poarte cea mai mare responsabilitate in procesul de crestere si educatie a copiilor (Albert-
Lérincz, 2013).

5. Concluzii:

Cu privire la informatiile furnizate prin focus-grup (in deplina concordanta cu datele
noastre cantitative din cadrul cercetarii doctorale) formulam urmatoarele concluzii: cele mai
utilizate retele de socializare sunt Facebook, Instagram si Snapchat, acestea constituind
totodata si retelele favorite. Utilizarea retelelor sociale are loc mai degraba prin intermediul
telefoanelor mobile capabile sa asigure conexiune permanenta la internet.

Elevii de regula sunt deranjati de prezenta online a adultilor prin urmare folosesc
setarile de siguranta ale contului cu scopul de a limita accesul adultilor (parinti, rude, prieteni
de familie). Aplicatiile Instagram si Snapchat sunt platformele preferate de copiii sa isi
ascunda continuturile postate fatd de adulti. Snapchat-ul ofera cel mai mare grad de intimitate
pentru utilizatorii sai.

Elevii par a nu fi ingrijorati de eventualele abuzuri din partea strainilor — sustinind ca
sunt capabili sd recunoascd intentiile mascate si conturile false. Copiii declara virste false pe
Facebook cu scopuri de a avea acces si la materialele restrictionate. In consecintd controlul
parental pare a nu fi o metoda eficienta de protectie a copiilor.
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